HITRUST

THE HITRUST ASSESSMENTS

"] ESSENTIALS
< 7 1-YEAR

el ESSENTIALS -1 YEAR

HITRUST el assessmentis a

foundational cybersecurity framework.

It is an excellent starting point for
organizations to get oriented with
the HITRUST CSF framework.

Allows carving out service providers
from the scope of assessment. It also
permits the option to inherit controls
from service providers, if you choose to
iInclude them in the scope of your
assessment.

44 fixed controls

Annual certification

Perfect for organizations with
limited information security processes.

IMPLEMENTED
I T vves
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CERTIFIED

I1IMPLEMENTED - 1 YEAR

HITRUST i1 assessment is designed for
healthcare organizations and business
partners who require moderate assurance.

Allows carving out service providers
from the scope of assessment. It also
permits the option to inherit controls
from service providers, if you choose to
iInclude them in the scope of your
assessment.

183 fixed controls

The il certification is a 2-year cycle. In
year 2 of the i1 cycle, organizations have
three options: Rapid Recertification
(60 controls), Expanded Rapid Recertification
(60 + 60 controls), or full il Certification
(183 controls).

Perfect for organizations in the
healthcare and health-tech space
without a mandate for an r2.
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CERTIFIED

r2 RISK-BASED - 2 YEARS

The HITRUST r2 assessment is globally
recognized as a high-level validation
showing that an enterprise successfully
manages risk by meeting and exceeding
iIndustry-defined standards for
cybersecurity.

Mandates the inclusion of service
providers in the scope of assessment.

1900+ controls. Additionally, on an average,
there are approximately 300 controls
Included in an r2 assessment.

2-year cycle

Perfect for organizations that handle a

sighificant amount of PHI data and are

required to work with payers, hospitals,
state DOH, and other entities.
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